Peer Suicide and Sextortion:
Rapid Response for Adolescent Safety

Focus: Suicide Prevention and Emerging Digital Risk Factors

Case Spotlight: Peer Suicide Exposure

A participating PCP contacted WI CPCP about a 16-year-old male whose close friend had died by suicide
overnight. The patient, previously without mental health concerns, was distraught and told his mother:

“If he killed himself, anybody could! He didn’t have any reason to kill himself!”

Concerned for her son’s safety, the mother reached out to the PCP, who scheduled an urgent
appointment and requested consultation guidance.

Consultant Guidance:

Safety Assessment after Sudden Loss

When a teen is exposed to a peer suicide, swift and compassionate evaluation is essential. The
consultant recommended:

Step 1: Open the Conversation
e Ask the patient to share thoughts and feelings about the loss.
e Validate emotional responses and normalize grief.

Step 2: Screen for Suicide Risk
e Use the Ask Suicide-Screening Questions (ASQ) to assess current safety.
e If suicidal thoughts are endorsed, follow up with the Columbia Suicide Severity Rating Scale (C-
SSRS) to clarify risk level and guide care decisions.

Step 3: Explore Emerging Risk Factors
e Discuss online behaviors, including sexting and the growing threat of sextortion, which has been
linked to increased suicide rates—especially among teen boys.

Teaching Point:

Sextortion as a Suicide Risk Factor

Definition: Sextortion is a form of image-based abuse where perpetrators threaten to share
sexual content to manipulate or extort victims.
Scope:

e The American Academy of Pediatrics identifies sextortion as a serious form of child sexual

exploitation.
e Hundreds of thousands of youth in the U.S. have been victimized.


https://wicpcp.org/-/media/MCW/WICPCP/Resources/ASQ-Ask-Suicide-Screening-Questions.pdf
https://wicpcp.org/-/media/MCW/WICPCP/Resources/Columbia-Suicide-Severity-Rating-Scale.pdf
https://wicpcp.org/-/media/MCW/WICPCP/Resources/Columbia-Suicide-Severity-Rating-Scale.pdf
https://www.aap.org/en/patient-care/media-and-children/center-of-excellence-on-social-media-and-youth-mental-health/qa-portal/qa-portal-library/qa-portal-library-questions/information-and-resources-on-sextortion/?srsltid=AfmBOorlAWYsRhOcR2OOoMs7J71bkREhbPoFmkzDyzsnYxFRuW60hOk8

Victims often die by suicide within 24 hours of being threatened—leaving little time for
intervention.

Common Sextortion Tactics:

Predators pose as peers and build trust.
They send explicit images and request reciprocation.

Once content is shared, threats escalate—demanding more images, money, or even self-harm

on camera (e.g., “fansigning”).
Victims may be threatened with doxxing, swatting, or public exposure.
In extreme cases, teens are coerced into suicide.

Sources:

AAP guidance on sextortion
USA Today report on sextortion-related suicides

Parental Guidance: Protecting Kids from Sextortion
(Adapted from StopSextortion.com)

Key Messages for Parents:

All kids are vulnerable—regardless of background.
Use digital protections but prioritize open communication.
Give kids tools to spot manipulation and say “no.”
Ensure they feel safe reporting incidents—no shame, no blame.
“Sextortion is a crime. It’s never your fault. You can always come to me for help.”

Online Safety Tips for Teens:

Pause before sending private or intimate content.

Livestreams can be recorded—Assume permanence.

Cover webcams when not in use.

Be selective online — Block unknown contacts, and ignore suspicious requests.

Protect Personal information — Use strong, unique passwords and protect personal info.
Watch for phishing links — Avoid clicking unfamiliar links—even if they mimic games or
celebrities.

Trust your instincts—If something feels off, exit, and tell a trusted adult.

Know Where to Report:

o Take It Down - Having nudes online is scary, but there is hope to get it taken down.
o The CyberTipline is the place to report child sexual exploitation.

PCP Takeaways

Early, direct screening is critical after exposure to peer suicide.
ASQ and C-SSRS are effective tools for assessing risk.
Stay informed about emerging threats like sextortion—especially among adolescent boys.

Empower parents with prevention strategies and response tools to foster open communication

and reduce risk.


https://www.dhs.gov/publication/resources-individuals-threat-doxing
https://www.dhs.gov/sites/default/files/2025-04/25_0325_fps_swatting.pdf
https://www.healthychildren.org/English/tips-tools/ask-the-pediatrician/Pages/what-do-teens-need-to-know-about-online-predators-and-sextortion-scammers.aspx
https://www.usatoday.com/story/life/health-wellness/2025/02/25/sextortion-can-happen-to-anyone-what-to-do-if-youre-a-victim/79454630007/
https://www.stopsextortion.com/
https://takeitdown.ncmec.org/
https://report.cybertip.org/
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